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**Title :** Outils cryptographiques dans le cloud storage

**Summary**

Dans les environnements Cloud, la protection des données est un enjeu majeur pour instaurer la confiance entre les différents acteurs (clients et fournisseurs de service). Afin de résoudre les problèmes de sécurité et de vie privée, on a recours à des mécanismes cryptographiques adaptés aux contraintes et aux spécificités des architectures Cloud. L’objectif est de présenter le panorama des techniques cryptographiques dédiées à la protection du stockage et du traitement de données dans les environnements Cloud.